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(h) All prisons shall attempt to con-
duct a mental health evaluation of all 
known inmate-on-inmate abusers with-
in 60 days of learning of such abuse his-
tory and offer treatment when deemed 
appropriate by mental health practi-
tioners. 

DATA COLLECTION AND REVIEW 

§ 115.86 Sexual abuse incident reviews. 
(a) The facility shall conduct a sex-

ual abuse incident review at the con-
clusion of every sexual abuse investiga-
tion, including where the allegation 
has not been substantiated, unless the 
allegation has been determined to be 
unfounded. 

(b) Such review shall ordinarily occur 
within 30 days of the conclusion of the 
investigation. 

(c) The review team shall include 
upper-level management officials, with 
input from line supervisors, investiga-
tors, and medical or mental health 
practitioners. 

(d) The review team shall: 
(1) Consider whether the allegation 

or investigation indicates a need to 
change policy or practice to better pre-
vent, detect, or respond to sexual 
abuse; 

(2) Consider whether the incident or 
allegation was motivated by race; eth-
nicity; gender identity; lesbian, gay, 
bisexual, transgender, or intersex iden-
tification, status, or perceived status; 
or gang affiliation; or was motivated or 
otherwise caused by other group dy-
namics at the facility; 

(3) Examine the area in the facility 
where the incident allegedly occurred 
to assess whether physical barriers in 
the area may enable abuse; 

(4) Assess the adequacy of staffing 
levels in that area during different 
shifts; 

(5) Assess whether monitoring tech-
nology should be deployed or aug-
mented to supplement supervision by 
staff; and 

(6) Prepare a report of its findings, 
including but not necessarily limited 
to determinations made pursuant to 
paragraphs (d)(1) through (d)(5) of this 
section, and any recommendations for 
improvement and submit such report 
to the facility head and PREA compli-
ance manager. 

(e) The facility shall implement the 
recommendations for improvement, or 
shall document its reasons for not 
doing so. 

§ 115.87 Data collection. 
(a) The agency shall collect accurate, 

uniform data for every allegation of 
sexual abuse at facilities under its di-
rect control using a standardized in-
strument and set of definitions. 

(b) The agency shall aggregate the 
incident-based sexual abuse data at 
least annually. 

(c) The incident-based data collected 
shall include, at a minimum, the data 
necessary to answer all questions from 
the most recent version of the Survey 
of Sexual Violence conducted by the 
Department of Justice. 

(d) The agency shall maintain, re-
view, and collect data as needed from 
all available incident-based documents, 
including reports, investigation files, 
and sexual abuse incident reviews. 

(e) The agency also shall obtain inci-
dent-based and aggregated data from 
every private facility with which it 
contracts for the confinement of its in-
mates. 

(f) Upon request, the agency shall 
provide all such data from the previous 
calendar year to the Department of 
Justice no later than June 30. 

§ 115.88 Data review for corrective ac-
tion. 

(a) The agency shall review data col-
lected and aggregated pursuant to 
§ 115.87 in order to assess and improve 
the effectiveness of its sexual abuse 
prevention, detection, and response 
policies, practices, and training, in-
cluding by: 

(1) Identifying problem areas; 
(2) Taking corrective action on an 

ongoing basis; and 
(3) Preparing an annual report of its 

findings and corrective actions for each 
facility, as well as the agency as a 
whole. 

(b) Such report shall include a com-
parison of the current year’s data and 
corrective actions with those from 
prior years and shall provide an assess-
ment of the agency’s progress in ad-
dressing sexual abuse. 

(c) The agency’s report shall be ap-
proved by the agency head and made 
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readily available to the public through 
its Web site or, if it does not have one, 
through other means. 

(d) The agency may redact specific 
material from the reports when publi-
cation would present a clear and spe-
cific threat to the safety and security 
of a facility, but must indicate the na-
ture of the material redacted. 

§ 115.89 Data storage, publication, and 
destruction. 

(a) The agency shall ensure that data 
collected pursuant to § 115.87 are se-
curely retained. 

(b) The agency shall make all aggre-
gated sexual abuse data, from facilities 
under its direct control and private fa-
cilities with which it contracts, readily 
available to the public at least annu-
ally through its Web site or, if it does 
not have one, through other means. 

(c) Before making aggregated sexual 
abuse data publicly available, the 
agency shall remove all personal iden-
tifiers. 

(d) The agency shall maintain sexual 
abuse data collected pursuant to 
§ 115.87 for at least 10 years after the 
date of the initial collection unless 
Federal, State, or local law requires 
otherwise. 

AUDITS 

§ 115.93 Audits of standards. 
The agency shall conduct audits pur-

suant to §§ 115.401 through 115.405. 

Subpart B—Standards for Lockups 

PREVENTION PLANNING 

§ 115.111 Zero tolerance of sexual 
abuse and sexual harassment; 
PREA coordinator. 

(a) An agency shall have a written 
policy mandating zero tolerance to-
ward all forms of sexual abuse and sex-
ual harassment and outlining the agen-
cy’s approach to preventing, detecting, 
and responding to such conduct. 

(b) An agency shall employ or des-
ignate an upper-level, agency-wide 
PREA coordinator with sufficient time 
and authority to develop, implement, 
and oversee agency efforts to comply 
with the PREA standards in all of its 
lockups. 

§ 115.112 Contracting with other enti-
ties for the confinement of detain-
ees. 

(a) A law enforcement agency that 
contracts for the confinement of its 
lockup detainees in lockups operated 
by private agencies or other entities, 
including other government agencies, 
shall include in any new contract or 
contract renewal the entity’s obliga-
tion to adopt and comply with the 
PREA standards. 

(b) Any new contract or contract re-
newal shall provide for agency contract 
monitoring to ensure that the con-
tractor is complying with the PREA 
standards. 

§ 115.113 Supervision and monitoring. 
(a) For each lockup, the agency shall 

develop and document a staffing plan 
that provides for adequate levels of 
staffing, and, where applicable, video 
monitoring, to protect detainees 
against sexual abuse. In calculating 
adequate staffing levels and deter-
mining the need for video monitoring, 
agencies shall take into consideration; 

(1) The physical layout of each lock-
up; 

(2) The composition of the detainee 
population; 

(3) The prevalence of substantiated 
and unsubstantiated incidents of sex-
ual abuse; and 

(4) Any other relevant factors. 
(b) In circumstances where the staff-

ing plan is not complied with, the lock-
up shall document and justify all devi-
ations from the plan. 

(c) Whenever necessary, but no less 
frequently than once each year, the 
lockup shall assess, determine, and 
document whether adjustments are 
needed to: 

(1) The staffing plan established pur-
suant to paragraph (a) of this section; 

(2) Prevailing staffing patterns; 
(3) The lockup’s deployment of video 

monitoring systems and other moni-
toring technologies; and 

(4) The resources the lockup has 
available to commit to ensure ade-
quate staffing levels. 

(d) If vulnerable detainees are identi-
fied pursuant to the screening required 
by § 115.141, security staff shall provide 
such detainees with heightened protec-
tion, to include continuous direct sight 
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